
Tritium Software S.L., is a global company dedicated to the development of the software 
ForceManager®, the ultimate mobile CRM for commercial teams working outside the office. 
Designed by salespeople for salespeople, helping to improve their productivity and optimizing 
their time. ForceManager® is a simple tool, reliable and effective that does the work for you, so 
you can just concentrate on the most important: selling. 
 
Proximity, quality of service and results-oriented are our hallmarks and, therefore, we are aware 
of the importance of information security, and in line with the path that marks our own identity, 
ForceManager has promoted the establishment of a Security Management System of the 
Information according to the requirements of ISO/IEC 27001:2013 in order to identify, evaluate 
and minimize the risks to which your information and that of your customers’ is exposed and 
ensure compliance with those purposes. 
 
The main purpose of this Security Policy is to establish a model of action that will allow us to 
develop a company culture, a way of working and making decisions that ensures that the 
secureness of the information and the respect of personal data are a constant in ForceManager 
by: 
 

• Preserving the confidentiality of our customers' information, avoiding disclosure and access  
by unauthorized persons. 

• Maintaining the integrity of our customers' information, ensuring its accuracy and avoiding 
its decay. 

• Ensuring the availability of our customers' information, on all media and as needed. 
 
Management values  the availability and confidentiality of our Customer’s information as main 
criteria for the risk assessment. Thus, ForceManager is committed to continuously develop, 
implement, maintain and improve an Information Security Management System (ISMS) in order 
to continuously improve our services and process our Client’s information. ForceManager’s 
policy include: 
 

• Information Security targets to be set annually. 

• Comply with legal, contractual and business requirements. 

• Training and awareness-raising activities on safety processes in the Information for all staff. 

• Implementation of a process for the analysis, management and treatment of risk on 
information 

• Control objectives and controls to mitigate the risks identified 

• Establishment of employees’ liability in order to: 
o Inform about security breaches  
o Preserve the confidentiality, integrity and availability of information in compliance with 

this policy  
o Comply with the policies and procedures inherent in the Security Management System 

Information. 
 
Our Chief Information Security Officer shall be directly responsible for maintaining this policy, 
providing advice and guidance for its implementation and corrections to deviations in its 
compliance. 
 
This information security policy shall always be aligned with ForceManager’s general policies that 
will also be the framework for other internal systems, such as quality or environment policies. 
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